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You may have recently received an invitation from a random individual sharing a Google
Doc with you.  Universities all over the United States are currently receiving these
messages.  It has been reported to Google.
 
After clicking "Open the Doc", it may have asked for permission to access your account. 
You should select Deny, as this is a phishing attempt.

If you clicked Allow, you should:

1. Remove the app from your account.  It is called "Google Docs".

Go to accounts.google.com
Under "Sign-in & security" tab click "Connected apps & sites"
Under the section "Apps connected to your account", click on MANAGE APPS:
Select app you want & click REMOVE button.
Removing this access won't affect the real Google Docs.

2. Change your password by going to https://account.sou.edu/
 
If you need assistance, please call your Computing Coordinator or the IT Help
Desk at 541-552-6900.
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